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SECOND AMENDATORY AGREEMENT

THIS SECOND AMENDATORY AGREEMENT is made by and between the CITY 

AND COUNTY OF DENVER, a municipal corporation of the State of Colorado (the “City”), 

and ROTH PROPERTY MAINTENANCE, L.L.C., a Colorado limited liability company 

whose address is 1190 S. Cherokee St, Unit 1, Denver, CO 80223 organized and existing under 

and by virtue of the laws of the State of Colorado (“Contractor”), Party of the Second Part.

WITNESSETH:

WHEREAS, the Parties entered into an Agreement dated April 1, 2021 and an 

Amendatory Agreement dated May 9, 2024 (the “Agreement”), to perform janitorial services (the 

“Services”); and 

WHEREAS, the Parties now wish to amend the Agreement to increase the Maximum 

Contract Liability, and make such other amendments as are set forth below.

NOW THEREFORE, in consideration of the premises and the Parties’ mutual covenants 

and obligations, the Parties agree as follows:

1. Section 4 of the Agreement, entitled “COMPENSATION AND PAYMENT”, 

Subsection 4.03, entitled “MAXIMUM LIABILITY”, Subparagraph A is hereby amended to read 

as follows:

“4.03 MAXIMUM LIABILITY

“A.  Any other provision in this Agreement notwithstanding, in 
no event shall the City be liable for payment under this Agreement for any 
amount in excess of THIRTY-ONE MILLION FIVE HUNDRED 
FIFTY THOUSAND DOLLARS AND 00/100 ($31,550,000.00) (the 
“Maximum Contract Liability”). The Maximum Contract Liability may 
only be increased by written amendment to this Agreement. Any services 
performed beyond those set forth therein are performed at Contractor’s risk 
and without authorization under the Agreement.”

2. A new Section 11.26, entitled “ACCESS TO FEDERAL TAXPAYER 

INFORMATION”, is hereby added to the Agreement as follows:

“11.26 ACCESS TO FEDERALTAXPAYER INFORMATION

“A. Performance: In performance of this contract, the Contractor 
agrees to comply with and assume responsibility for compliance by his, her 
or its employees with the following requirements:
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“(1) All work will be done under the supervision of the 
Contractor or the Contractor’s employees.

“(2) Any tax return or return information made available 
in any format shall be used only for the purpose of carrying out the 
provisions of this contract. Information contained in such material will be 
treated as confidential and will not be divulged or made known in any 
manner to any person except as may be necessary in the performance of this 
contract. Disclosure to anyone other than an officer or employee of the 
Contractor will be prohibited.

“(3) All returns and return information will be accounted 
for upon receipt and properly stored before, during, and after processing. In 
addition, all related output will be given the same level of protection as 
required for the source material.

“(4) The Contractor certifies that the data processed 
during the performance of this contract will be completely purged from all 
data storage components of his or her computer facility, and no output will 
be retained by the Contractor at the time the work is completed. If 
immediate purging of all data storage components is not possible, the 
Contractor certifies that any IRS data remaining in any storage component 
will be safeguarded to prevent unauthorized disclosures.

“(5) Any spoilage or any intermediate hard copy printout 
that may result during the processing of IRS data will be given to the agency 
or his or her designee. When this is not possible, the Contractor will be 
responsible for the destruction of the spoilage or any intermediate hard copy 
printouts, and will provide the agency or his or her designee with a 
statement containing the date of destruction, description of material 
destroyed, and the method used.

“(6) All computer systems processing, storing, or 
transmitting federal tax information must meet the requirements defined in 
IRS Publication 1075. To meet functional and assurance requirements, the 
security features of the environment must provide for the managerial, 
operational, and technical controls. All security features must be available 
and activated to protect against unauthorized use of and access to Federal 
tax information.

“(7) No work involving federal tax information furnished 
under this contract will be subcontracted without prior written approval of 
the IRS.

“(8) The Contractor will maintain a list of employees 
authorized access. Such list will be provided to the agency and, upon 
request, to the IRS reviewing office.

“(9) The agency will have the right to void the contract if 
the Contractor fails to provide the safeguards described above.

“B. Criminal/Civil Sanctions:

“(1) Each officer or employee or any person to whom 
returns or return information is or may be disclosed will be notified in 
writing. Such person shall also notify each such officer and employee that 

Docusign Envelope ID: 601C8254-CC95-41C0-AACF-F8825ADBFD25



ROTH PROPERTY MAINTENANCE, L.L.C. Page 3 of 8 
GENRL-202476453-02 [GENRL-202057317-02]

any such unauthorized further disclosure of returns or return information 
may also result in an award of civil damages against the officer or employee 
in an amount not less than $1,000 with respect to each instance of 
unauthorized disclosure. These penalties are prescribed by IRC sections 
7213 and 7431 and set forth at 26 CFR 301.6103(n)-1.

“(2) Each officer or employee or any person to whom 
returns or return information is or may be disclosed shall be notified in 
writing by such person that any return or return information made available 
in any format shall be used only for the purpose of carrying out the 
provisions of this contract. Information contained in such material shall be 
treated as confidential and shall not be divulged or made known in any 
manner to any person except as may be necessary in the performance of the 
contract. Inspection by or disclosure to anyone without an official need to 
know constitutes a criminal misdemeanor punishable upon conviction by a 
fine of as much as $1,000 or imprisonment for as long as one (1) year, or 
both, together with the costs of prosecution. Such person shall also notify 
each such officer and employee that any such unauthorized inspection or 
disclosure of returns or return information may also result in an award of 
civil damages against the officer or employee (United States for federal 
employees) in an amount equal to the sum of the greater of $1,000 for each 
act of unauthorized inspection or disclosure with respect to which such 
defendant is found liable or the sum of the actual damages sustained by the 
plaintiff as a result of such unauthorized inspection or disclosure plus in the 
case of a willful inspection or disclosure which is the result of gross 
negligence, punitive damages, plus the costs of the action. These penalties 
are prescribed by IRC section 7213A and 7431.

“(3) Additionally, it is incumbent upon the Contractor to 
inform its officers and employees of the penalties for improper disclosure 
imposed by the Privacy Act of 1974, 5 U.S.C. 552a.  Specifically, 5 U.S.C. 
552a(i)(1), which is made applicable to contractors by 5 U.S.C. 552a(m)(1), 
provides that any officer or employee of a contractor, who by virtue of 
his/her employment or official position, has possession of or access to 
agency records which contain individually identifiable information, the 
disclosure of which is prohibited by the Privacy Act or regulations 
established under it, and who knowing that disclosure of the specific 
material is prohibited, willfully discloses the material in any manner to any 
person or agency not entitled to receive it, shall be guilty of a misdemeanor 
and fined not more than $5,000.

“C. Inspection: The IRS and the Agency shall have the right to 
send its officers and employees into the offices and plants of the Contractor 
for inspection of the facilities and operations provided for the performance 
of any work under this Agreement. On the basis of such inspection, specific 
measures may be required in cases where the Contractor is found to be 
noncompliant with contract safeguards.”
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3. A new Section 11.27, entitled “PROTECTED INFORMATION AND DATA 

PROTECTION”, is hereby added to the Agreement as follows:

“11.27 PROTECTED INFORMATION AND DATA PROTECTION

“A. Compliance with Data Protection Laws: The Contractor 
shall comply with all applicable laws, rules, regulations, directives, and 
policies relating to data protection, use, collection, disclosures, processing, 
and privacy as they apply to the Contractor under this Agreement, including, 
without limitation, applicable industry standards or guidelines based on the 
data’s classification relevant to the Contractor’s performance hereunder 
and, when applicable, the most recent iterations of § 24-73-101, et seq., 
C.R.S.; § 24-85-103 (2.5), C.R.S.; IRS Publication 1075; the Health 
Information Portability and Accountability Act (HIPAA); the U.S. 
Department of Justice, Federal Bureau of Investigation, Criminal Justice 
Information Services Security Policy for all Criminal Justice Information; 
the Colorado Consumer Protection Act; and the Payment Card Industry 
Data Security Standard (PCI-DSS), (collectively, “Data Protection Laws”). 
If the Contractor becomes aware that it cannot reasonably comply with the 
terms or conditions contained herein due to a conflicting law or policy, the 
Contractor shall promptly notify the City.

“B. Personal Information: “PII” means personally identifiable 
information including, without limitation, any information maintained by 
the City about an individual that can be used to distinguish or trace an 
individual’s identity, such as name, social security number, date and place 
of birth, mother’s maiden name, or biometric records. PII includes, but is 
not limited to, all information defined as personally identifiable information 
in §§ 24-73-101, C.R.S. “PII” shall also mean “personal information” as set 
forth at § 24-73-103(1)(g), C.R.S. If receiving PII under this Agreement, 
the Contractor shall provide for the security of such PII, in a manner and 
form acceptable to the City, including, without limitation, City non-
disclosure requirements, use of appropriate technology, security practices, 
computer access security, data access security, data storage encryption, data 
transmission encryption, and security audits. In addition, as set forth in § 
28-251, D.R.M.C., the Contractor, including, but not limited to, the 
Contractor’s employees, agents, and subcontractors, shall not collect or 
disseminate individually identifiable information about the national origin, 
immigration, or citizenship status of any person, over and above the extent 
to which the City is required, under this Agreement, to collect or 
disseminate such information in accordance with any federal, state, or local 
law.

“C. Safeguarding Protected Information: “Protected 
Information” means data, regardless of form, that has been designated as 
private, proprietary, protected, or confidential by law, policy, or the City. 
Protected Information includes, but is not limited to, employment records, 
protected health information, student records, education records, criminal 
justice information, personal financial records, research data, trade secrets, 
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classified government information, other regulated data, and PII. Protected 
Information shall not include public records that by law must be made 
available to the public pursuant to the Colorado Open Records Act § 24-72-
201, et seq., C.R.S. To the extent there is any uncertainty as to whether data 
constitutes Protected Information, the data in question shall be treated as 
Protected Information until a determination is made by the City or an 
appropriate legal authority. Unless the City provides security protection for 
the information it discloses to the Contractor, the Contractor shall 
implement and maintain reasonable security procedures and practices that 
are both appropriate to the nature of the Protected Information disclosed and 
that are reasonably designed to help safeguard Protected Information from 
unauthorized access, use, modification, disclosure, or destruction. 
Disclosure of Protected Information does not include disclosure to a third 
party under circumstances where the City retains primary responsibility for 
implementing and maintaining reasonable security procedures and practices 
appropriate to the nature of the Protected Information, and the City 
implements and maintains technical controls reasonably designed to 
safeguard Protected Information from unauthorized access, modification, 
disclosure, or destruction or effectively eliminate the third party's ability to 
access Protected Information, notwithstanding the third party's physical 
possession of Protected Information. If the Contractor has been contracted 
to maintain, store, or process personal information on the City’s behalf, the 
Contractor is a “Third-Party Service Provider” as defined by § 24-73-
103(1)(i), C.R.S., and shall maintain security procedures and practices 
consistent with §§24-73-101, et seq., C.R.S.

“D. Data Access and Integrity: The Contractor shall implement 
and maintain all appropriate administrative, physical, technical, and 
procedural safeguards necessary and appropriate to ensure compliance with 
the standards, guidelines, and Data Protection Laws applicable to the 
Contractor’s performance hereunder to ensure the security and 
confidentiality of all data. The Contractor shall protect against threats or 
hazards to the security or integrity of data; protect against unauthorized 
disclosure, access to, or use of any data; restrict access to data as necessary; 
and ensure the proper use of data. The Contractor shall not engage in “data 
mining” except as specifically and expressly required by law or authorized 
in writing by the City. All data and Protected Information shall be 
maintained and securely transferred in accordance with industry standards. 
Unless otherwise required by law, the City has exclusive ownership of all 
data it discloses under this Agreement, and the Contractor shall have no 
right, title, or interest in data obtained in connection with the services 
provided herein.

“E. Data Retention, Transfer, Litigation Holds, and Destruction: 
Using appropriate and reliable storage media, the Contractor shall regularly 
backup data used in connection with this Agreement and retain such backup 
copies consistent with the Contractor’s data retention policies. Upon 
termination of this Agreement, the Contractor shall securely delete or 
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securely transfer all data, including Protected Information, to the City in an 
industry standard format as directed by the City; however, this requirement 
shall not apply to the extent the Contractor is required by law to retain data, 
including Protected Information. Upon the City’s request, the Contractor 
shall confirm the data disposed of, the date disposed of, and the method of 
disposal. With respect to any data in the Contractor’s exclusive custody, the 
City may request that the Contractor preserve such data outside of its usual 
record retention policies. The City will promptly coordinate with the 
Contractor regarding the preservation and disposition of any data and 
records relevant to any current or anticipated litigation, and the Contractor 
shall continue to preserve the records until further notice by the City. Unless 
otherwise required by law or regulation, when paper or electronic 
documents are no longer needed, the Contractor shall destroy or arrange for 
the destruction of such documents within its custody or control that contain 
Protected Information by shredding, erasing, or otherwise modifying the 
Protected Information in the paper or electronic documents to make it 
unreadable or indecipherable.

“F. Software and Computing Systems: At its reasonable 
discretion, the City may prohibit the Contractor from the use of certain 
software programs, databases, and computing systems with known 
vulnerabilities to collect, use, process, store, or generate data and 
information, with Protected Information, received as a result of the 
Contractor’s services under this Agreement. The Contractor shall comply 
with all requirements, if any, associated with the use of software programs, 
databases, and computing systems as reasonably directed by the City. The 
Contractor shall not use funds paid by the City for the acquisition, operation, 
or maintenance of software in violation of any copyright laws or licensing 
restrictions. The Contractor shall maintain commercially reasonable 
network security that, at a minimum, includes network firewalls, intrusion 
detection/prevention, enhancements, or updates consistent with evolving 
industry standards, and periodic penetration testing.

“G. Background Checks: The Contractor will ensure that, prior 
to being granted access to Protected Information, the Contractor’s agents, 
employees, subcontractors, volunteers, or assigns who perform work under 
this Agreement have all undergone and passed all necessary criminal 
background screenings, have successfully completed annual instruction of 
a nature sufficient to enable them to effectively comply with all data 
protection provisions of this Agreement and Data Protection Laws, and 
possess all qualifications appropriate to the nature of the employees’ duties 
and the sensitivity of the data.

“H. Subcontractors and Employees: If the Contractor engages a 
subcontractor under this Agreement, the Contractor shall impose data 
protection terms that provide at least the same level of data protection as in 
this Agreement and to the extent appropriate to the nature of the services 
provided. The Contractor shall monitor the compliance with such 
obligations and remain responsible for its subcontractor’s compliance with 
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the obligations of this Agreement and for any of its subcontractors acts or 
omissions that cause the Contractor to breach any of its obligations under 
this Agreement. Unless the Contractor provides its own security protection 
for the information it discloses to a third party, the Contractor shall require 
the third party to implement and maintain reasonable security procedures 
and practices that are appropriate to the nature of the Protected Information 
disclosed and that are reasonably designed to protect it from unauthorized 
access, use, modification, disclosure, or destruction. Any term or condition 
within this Agreement relating to the protection and confidentially of any 
disclosed data shall apply equally to both the Contractor and any of its 
subcontractors, agents, assigns, employees, or volunteers. Upon request, the 
Contractor shall provide the City copies of its record retention, data privacy, 
and information security policies.

“I. Security Breach: If the Contractor becomes aware of an 
unauthorized acquisition or disclosure of unencrypted data, in any form, that 
compromises the security, access, confidentiality, or integrity of Protected 
Information or data maintained or provided by the City (“Security Breach”), 
the Contractor shall notify the City in the most expedient time and without 
unreasonable delay. The Contractor shall fully cooperate with the City 
regarding recovery, lawful notices, investigations, remediation, and the 
necessity to involve law enforcement, as determined by the City and Data 
Protection Laws. The Contractor shall preserve and provide all information 
relevant to the Security Breach to the City; provided, however, the 
Contractor shall not be obligated to disclose confidential business 
information or trade secrets. The Contractor shall indemnify, defend, and 
hold harmless the City for any and all claims, including reasonable 
attorneys’ fees, costs, and expenses incidental thereto, which may be 
suffered by, accrued against, charged to, or recoverable from the City in 
connection with a Security Breach or lawful notices.

“J. Request for Additional Protections and Survival: In addition 
to the terms contained herein, the City may reasonably request that the 
Contractor protect the confidentiality of certain Protected Information or 
other data in specific ways to ensure compliance with Data Protection Laws 
and any changes thereto. Unless a request for additional protections is 
mandated by a change in law, the Contractor may reasonably decline the 
City’s request to provide additional protections. If such a request requires 
the Contractor to take steps beyond those contained herein, the Contractor 
shall notify the City with the anticipated cost of compliance, and the City 
may thereafter, in its sole discretion, direct the Contractor to comply with 
the request at the City’s expense; provided, however, that any increase in 
costs that would increase the Maximum Contract Amount must first be 
memorialized in a written amendment complying with City procedures. 
Obligations contained in this Agreement relating to the protection and 
confidentially of any disclosed data shall survive termination of this 
Agreement, and the Contractor shall continue to safeguard all data for so 
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long as the data remains confidential or protected and in the Contractor’s 
possession or control.”

4. A new Exhibit H-2, entitled “Exhibit 7 to IRS Publication 1075, Safeguarding 

Contract Language”, is attached hereto and is hereby added to the Agreement.

5. As herein amended, the Agreement is affirmed and ratified in each and every 

particular.

6. This Second Amendatory Agreement will not be effective or binding on the City 

until it has been fully executed by all required signatories of the City and County of Denver, and 

if required by Charter, approved by the City Council.

[THE REMAINDER OF THIS PAGE IS INTENTIONALLY LEFT BLANK;
SIGNATURE PAGES FOLLOW.]
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Contractor Name:   ROTH PROPERTY MAINTENANCE LLC 
 
 
IN WITNESS WHEREOF, the parties have set their hands and affixed their seals at 
Denver, Colorado as of:   
 
 
 
SEAL CITY AND COUNTY OF DENVER: 

 
 
 

ATTEST: 
 
 
 
 
 
 

By:    
         
 
         
        

  
APPROVED AS TO FORM: REGISTERED AND COUNTERSIGNED: 
 
Attorney for the City and County of Denver 
 
By:   
         
 
         

 
 
 
By:    
          
 
          
 
 
By:     
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         By: _______________________________________ 
 
 
 
         Name: _____________________________________ 
         (please print) 
 
         Title: _____________________________________ 
         (please print) 
 
 
 
 
                    ATTEST: [if required] 
 
 
         By: _______________________________________ 
 
 
 
         Name: _____________________________________ 
         (please print) 
 
 
         Title: _____________________________________ 
         (please print) 
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Travis Roth
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Exhibit 7 Safeguarding Contract Language 
I. PERFORMANCE 

In performance of this contract, the Contractor agrees to comply with and assume 
responsibility for compliance by officers or employees with the following requirements: 

(1) All work will be performed under the supervision of the contractor. 

(2) The contractor  and c ontractor’s officers or employees to be authorized access  to FTI must meet  
background check requirements defined in IRS Publication 1075. The contractor  will maintain a list of  
officers or employees  authorized access  to FTI. Such list will be provided to the agency and, upon 
request, to the IRS.  

(3) FTI in hardcopy or  electronic format shall be used only for the purpose of carrying out the provisions of  
this contract. FTI in any format shall be treated as confidential  and shall  not  be divulged or made known 
in any manner to any person except  as may be necessary in the performance of this contract. Inspection 
or disclosure of FTI  to anyone other than the contractor  or the contractor’s officers or employees  
authorized is prohibited.  

(4) FTI will be accounted for upon receipt and properly  stored before,  during,  and  after processing. In 
addition,  any related output and products require the same level of  protection as required for the source 
material.  

(5) The contractor  will certify that FTI processed during the performance of this contract will  be completely  
purged from all physical  and electronic data storage with no output  to be retained by the contractor  at the  
time the work is completed. If immediate purging of physical and electronic data storage is not possible,  
the contractor  will certify that any FTI  in physical or electronic storage will remain  safeguarded to prevent  
unauthorized disclosures.  

(6) Any spoilage or any  intermediate hard copy printout that  may result during the  
processing of FTI will be given to the agency. When this is not possible, the contractor  will  be responsible  
for the destruction of the spoilage or any intermediate hard copy printouts and will provide the agency  
with a statement containing the date of  destruction,  description of  material destroyed, and the destruction 
method.  

(7) All computer systems receiving, processing, storing, or transmitting FTI must  meet the requirements in  
IRS  Publication 1075. To meet functional and assurance requirements, the security features of the 
environment must provide for the managerial, operational, and technical controls.  All security features  
must be available and activated to protect against unauthorized use of  and access  to FTI.   

(8) No work involving FTI  furnished under this contract  will be subcontracted without the prior written 
approval of  the IRS.  

(9) Contractor  will ensure that the terms of FTI safeguards described herein are included, without  
modification,  in any approved subcontract for work involving FTI.   

(10) To the extent the terms, provisions, duties, requirements, and obligations of this contract  apply to 
performing services with FTI, the contractor  shall assume toward the subcontractor  all obligations, duties  
and responsibilities that the agency under  this contract assumes toward the contractor, and the 
subcontractor  shall assume toward the contractor  all the same obligations,  duties  and responsibilities  
which the contractor  assumes toward the agency under this contract.  

(11) In addition to the subcontractor’s  obligations and duties under an approved subcontract,  the terms  
and conditions of this contract apply to the subcontractor, and the subcontractor  is bound and obligated to 
the contractor  hereunder by the same terms  and conditions by which the contractor  is bound and 
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obligated to the agency under this contract. 

(12) For purposes of this contract, the term “contractor” includes any officer or employee of the contractor  
with access  to or who uses  FTI, and the term “subcontractor” includes any officer or employee of the 
subcontractor  with access  to or who uses FTI.  

(13) The agency will have the right to void the contract if the contractor  fails to meet the terms  of FTI  
safeguards described herein.  

II. CRIMINAL/CIVIL  SANCTIONS  

(1) Each officer  or employee of  a contractor  to whom FTI is or may be disclosed shall be notified in writing  
that FTI  disclosed to such officer or employee can be used only for a purpose and to the extent  
authorized herein, and t hat further  disclosure of  any FTI for a purpose not authorized herein constitutes  a 
felony punishable upon conviction by a fine of  as much as $5,000 or imprisonment for as long as 5 years,  
or both, together with the costs of prosecution.   

(2) Each officer  or employee of  a contractor  to whom FTI is or may be accessible shall  be notified in 
writing that FTI  accessible to such officer or employee  may be accessed only for a purpose and to the 
extent  authorized herein, and that access/inspection of FTI without an official need-to-know  for a purpose 
not authorized herein constitutes a criminal  misdemeanor punishable upon conviction by a fine of  as  
much as $1,000 or imprisonment for  as long as  1 year, or both, together with the costs of prosecution.  

(3) Each officer  or employee of  a contractor  to whom FTI is or may be disclosed shall be notified in writing  
that  any such unauthorized access, inspection or disclosure of FTI  may also result in an award of civil  
damages against the officer or employee in an amount equal to the sum of the greater of  $1,000 for each 
unauthorized access, inspection,  or disclosure, or  the sum of actual damages sustained as  a result of  
such unauthorized access, inspection, or disclosure,  plus in the case of a willful  unauthorized access, 
inspection, or disclosure or an unauthorized access/inspection or disclosure which is the result  of gross  
negligence,  punitive damages, plus  the cost  of the action. These penalties  are prescribed by IRC sections  
7213, 7213A and 7431 and set forth at 26 CFR  301.6103(n)-1.  

(3) Additionally, it  is incumbent upon the contractor  to inform its officers and employees of the penalties  
for improper disclosure imposed by the Privacy Act of  1974, 5 U.S.C. 552a.  Specifically, 5 U.S.C.  
552a(i)(1), which is  made applicable to contractors by 5 U.S.C. 552a(m)(1), provides that any  officer  or  
employee of  a contractor,  who by virtue of his/her employment  or official position, has possession of or  
access  to agency records which contain individually identifiable information, the disclosure of which is  
prohibited by the Privacy Act or regulations established thereunder, and who knowing that disclosure of  
the specific material is so prohibited, willfully discloses  the material in any  manner  to any  person or  
agency not entitled to receive it, shall be guilty  of a misdemeanor and fined not more than $5,000.  

(4) Granting a contractor  access  to FTI must be preceded by certifying that each officer or employee 
understands the agency’s security policy and procedures for safeguarding FTI. A  contractor  and each 
officer or  employee must maintain their authorization to access  FTI through annual recertification  of their  
understanding of the agency’s security policy and procedures for safeguarding FTI. The initial certification  
and recertifications must  be documented and placed in the agency's files for review. As part of the 
certification  and at least annually afterwards,  a contractor  and each officer or employee must be advised 
of the provisions of IRC sections  7213, 7213A,  and 7431 (see Exhibit 4,  Sanctions  for Unauthorized 
Disclosure, and  Exhibit 5,  Civil Damages for Unauthorized Disclosure). The training  on the agency’s  
security policy and procedures provided before the initial certification  and annually thereafter must also 
cover the incident  response  policy and procedure for reporting unauthorized disclosures and data  
breaches. (See Section 10) For the initial certification  and the annual recertifications, the contractor  and 
each officer or  employee must sign, either with ink  or electronic signature, a confidentiality statement  
certifying their understanding of the security requirements.  
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III. INSPECTION 

The IRS and the Agency, with 24 hour notice, shall have the right to send its inspectors into the offices 
and plants of the contractor to inspect facilities and operations performing any work with FTI under this 
contract for compliance with requirements defined in IRS Publication 1075. The IRS’ right of inspection 
shall include the use of manual and/or automated scanning tools to perform compliance and vulnerability 
assessments of information technology (IT) assets that access, store, process or transmit FTI. Based on 
the inspection, corrective actions may be required in cases where the contractor is found to be 
noncompliant with FTI safeguard requirements. 
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